Краснокаменская межрайонная прокуратура в связи с участившимися случаями совершения преступлений с применением информационно-телекоммуникационных технологий предупреждает:

Что нужно знать и делать для того, чтобы не стать жертвой мошеннических действий в указанной сфере?

Необходимо соблюдать следующие правила и меры безопасности:

- не сообщать свои персональные данные, а также данные банковских карт и счетов третьим лицам, в том числе представившимся сотрудником банка или правоохранительных органов, прекратить разговор;

- не выполнять указания неизвестных лиц, не переходить на сайты, не вводить символы в телефоне и компьютерах;

- не перечислять денежные средства на «безопасный счет», а также лицам, представившимся Вашим близким, после чего следует также прекратить разговор, перезвонив своим близким;

- не сообщать свои пароли или пин-коды.

Статьей 159 Уголовного кодекса Российской Федерации предусмотрена ответственность за мошенничество, то есть хищение чужого имущества или приобретение права на чужое имущество путем обмана или злоупотребления доверием, в том числе с использованием информационно-коммуникационных технологий.

При соблюдении данных правил, Вы обезопасите себя и своих близких.

Будьте бдительны, предупредите своих близких и родных, особенно пожилых.